## ZAŁĄCZNIK NR 14. OGÓLNE ZASADY BEZPIECZEŃSTWA ONLINE

1. Należy zdawać sobie sprawę, że w mediach społecznościowych dodanie osoby jako znajomego lub obserwatora skutkuje możliwością zobaczenia przez nią wszystkiego, co zostało dotychczas opublikowane, chyba że wprowadzone są ograniczenia prywatności. W Internecie nic nie powinno być publikowane bez zgody osób objętych wpisem/zdjęciem/filmem/postem. Przy bezpośrednim komunikowaniu się z dziećmi drogą elektroniczną i publikowaniu komentarzy na portalach społecznościowych należy zwrócić uwagę, czy nie zagrożą dobru dziecka, nie wyrządzą mu krzywdy lub nie naruszą renomy klubu, związku lub innego podmiotu piłkarskiego.
2. Rekomenduje się w szczególności następujące zasady w celu bezpiecznego korzystania z obrazów:
3. Zakaz robienia zdjęć lub nagrywania filmów w szatni, łazience lub pokojach,
4. Obrazy publikowane w mediach społecznościowych nie powinny zawierać danych osobowych, które ułatwiają zidentyfikowanie dziecka (adres, numer telefonu, itp.)
5. Dzieci nie powinny być fotografowane w sposób poniżający lub prowokacyjny.
6. W świecie wirtualnym trenerzy i wolontariusze korzystający z osobistych mediów społecznościowych, nie powinni być w kręgu znajomych/obserwatorów z dziećmi. Zaleca się korzystanie z grupowych czatów, wysyłanie zbiorowych maili do rodziców lub za pośrednictwem strony klubu i związku zamiast stron osobistych, takich jak Facebook. Dzięki temu informacje będą bezpieczne i przejrzyste. Każdy może zobaczyć, co jest uzgodnione i zmniejsza się prawdopodobieństwo, że intencje dorosłego zostaną źle zrozumiane.
7. Wiadomości, zdjęcia lub filmy obraźliwe, dyskryminujące lub o charakterze seksualnym nigdy nie powinny być publikowane w Internecie. Taka publikacja może powodować pociągnięcie do odpowiedzialności karnej lub dyscyplinarnej. Wszelka komunikacja powinna odbywać się w miarę możliwości za pośrednictwem rodziców lub opiekunów, chyba że uzgodniono inaczej.
8. W przypadku otrzymania wiadomości obraźliwych, dyskryminujących lub o charakterze seksualnym, należy to zgłosić koordynatorowi ds. bezpieczeństwa dzieci. Każdy, kto zachowuje się w sposób, który mógłby zostać uznany za nieodpowiedni, w związku z filmowaniem lub fotografowaniem dzieci lub korzystaniem z mediów społecznościowych, powinien zostać zgłoszony. W wielu przypadkach najlepszą odpowiedzią jest brak odpowiedzi, ponieważ takie działanie może tylko eskalować sytuację. Nie należy usuwać wiadomości ani innych materiałów, dopóki koordynator nie zostanie poinformowany, ponieważ mogą być wykorzystane jako dowody w sprawie.
9. Należy pamiętać, że istnieją szczególne ryzyka związane z używaniem nowych technologii, które mogą stanowić zagrożenie dla bezpieczeństwa dzieci, w szczególności:
10. Dostęp i udostępnianie danych osobowych,
11. Udostępnianie lub publikowanie zdjęć lub nagrań bez zgody,
12. Przesyłanie treści obraźliwych lub nieodpowiednich,
13. Nękanie w sieci (cyberbulling),
14. Uwodzenie dziecka przez dorosłych (grooming),
15. Zbliżenie w celu wykorzystania seksualnego.
16. Zasadą powinna być komunikacja z dziećmi za pośrednictwem osób dorosłych, rodziców/opiekunów, zawsze kiedy jest to możliwe. W przypadku, kiedy nie jest to możliwe, należy uzyskać zgodę w/w osób oraz dziecka na komunikację bezpośrednią, pamiętając o tym, że w przypadku bezpośredniej komunikacji z dzieckiem za pośrednictwem poczty elektronicznej, zawsze należy dołączyć co najmniej dwie osoby dorosłe do wiadomości.
17. Osoby pracujące z dziećmi powinny przestrzegać następujących zasad:
    1. Nie używać swoich prywatnych kont w mediach społecznościowych do publikowania informacji związanych z pracą z dziećmi. Wszelka komunikacja powinna być prowadzona poprzez oficjalne media społecznościowe klubu, podmiotu piłkarskiego;
18. dodać co najmniej dwie inne osoby dorosłe do zamkniętych grup służących komunikacji z dziećmi (np. Whatsapp, Facebook);
19. nie komunikować się z dziećmi za pomocą prywatnego konta. Wszelka taka komunikacja powinna odbywać się poprzez kontakt z rodzicami/opiekunami;
20. nie dodawać do znajomych ani nie obserwować dziećmi w mediach społecznościowych za pośrednictwem prywatnego konta;
21. nie publikować na swoich kontach prywatnych w mediach społecznościowych treści niewłaściwych lub naruszających dobra osobiste innych osób, mając na uwadze, że mogą być obserwowani przez dzieci.